
Strengthen Security Hygiene and Compliance 

B E N E F I T S

CIS Control #1: Inventory and control of enterprise assets
The first CIS Control is critical. But for large, complex, dynamic enterprises, asset 
inventory and control can be extremely difficult. New assets may be installed but 
not yet securely configured. Unidentified assets may have weak security 
configurations. Unmanaged personal devices often join a network, then disappear. 
Cloud environments and virtual machines may be shut down or paused as quickly 
as they’re spun up. If you’re using manual approaches to address security hygiene 
issues, maintaining a current view of enterprise assets may be even more difficult.
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